
This template can be customized for your 

brand by adding your logo and content 

where noted, and optionally replacing the 

colors and fonts.

(See example to right for how the original 
template colors can be customized)

Yellow highlights in this template 

indicate the areas where text or graphics 

should be customized for your brand.

Example of template that has 

been customized with brand 

colors, logo, and icons

Original template color scheme

Replace the “Partner Logo” 

placeholder with your company 

logo where applicable. 

Per Microsoft’s Partner Brand 

Guidelines, ensure your logo is 120% 

of the size of the Microsoft Security 

logo. 

See more partner co-branding 

guidance here. 

1

2

Change the gray color blocks, overlays, 

icons, and text headlines to your own 

brand color(s). See example to right.

4

Save your final customized presentation. 

Delete this instruction slide and use the 

File pulldown menu to select Save As to 

save your presentation with a new name. 

5

Replace the template font with your 

brand font, matching weights. (Note 

that font type sizes vary and you may 

need to adjust your size to fit).

3

Replace all instances of “Partner 

Name” or “Partner Solution” with your 

own company/solution name and add 

any additional partner-specific content 

where identified. Be sure to remove the 

yellow highlighting and change the font 

color to match the surrounding text.

Remove before presenting

Partner customization guidance

https://aka.ms/partnerled-marketing-guidelines


Secure Multi-cloud Environments 

with [Partner Name] and Microsoft



Hybrid work is expanding         

the attack surface

Rapid acceleration and increasing 

sophistication of cybercrime

Rising cost of cybersecurity        

risk mitigation and remediation 

The increasingly 

complex state 

of cybersecurity



Cloud security challenges

Security threats are compounded by the complexity 

of hybrid and multi-cloud environments



Securing multi-cloud
What’s top of mind

1. 451 Research

2. Ponemon Institute, Cost of a Breach Report

3. Netskope Cloud Report. 

4. https://www.ptsecurity.com/ww-en/analytics/web-application-vulnerabilities-statistics-2019

Visibility into 

security and 
compliance

52% of organizations cite 

secure configuration of cloud 
resources as a top priority.1

Protect against 

increasing, 
sophisticated attacks

$4.24M is the 

average cost of a 
breach, 2021.2

Manage access 

and permissions for 
users and applications

1,295 different cloud 

services are used by 
enterprises, on average.3

Develop and 

operate secure 
apps in the cloud

83% of code 

vulnerabilities are caused 
by developer error.4

https://www.ibm.com/downloads/cas/ZBZLY7KL?_ga=2.141858545.2314564.1571071914-1491146267.1571071914&_gac=1.67614947.1571071936.CNvFhYObnOUCFRKDgQodGXAH_g
https://www.netskope.com/lp/cloud-report


Cloud security

Get integrated 

protection for your 

multi-cloud resources, 

apps, and data

Build 

secure 

apps from 

the start

Hybrid + 

multicloud

Control access to 

critical resources

Defend 

against 

advanced 

threats

Get your security 

posture in order



Strengthen your cloud security posture
Easily assess and improve the secure configuration of your critical multi-cloud resources

Security Posture 

Management

Cross-cloud visibility

Secure Score recommendations

Industry benchmarks 

and compliance

External Attack Surface 

Management

SQL/Storage Server VMs Containers

Network Industrial IoT Apps

Websites Relationships Configs



Cloud-native protection with Microsoft’s leading threat protection technologies 

and shared intelligence

Detect threats and 

protect your workloads

Assess and remediate 
vulnerabilities

Protect full stack of 
workloads

Respond 

and automate

Get actionable, 
prioritized alerts

Automate with your 
choice of tools



Manage access & 

permissions to apps

Cloud infrastructure entitlement management

Identity 

Provider

Identities

Resources

Microsoft Entra 

Permissions Management

Actions

Control access to critical resources 

and protect assets



Build secure apps in the Cloud

Empower developers with the only community-

driven, native application security testing 

solution within the developer flow

Innovate with peace of mind

Supply chain

Code

Development lifecycle



Build 

secure 

apps from 

the start

Hybrid + 

multi-cloud

Control access to 

critical resources

Defend 

against 

advanced 

threats

Get your security 

posture in order

Get integrated 

protection for your 

multi-cloud resources, 

apps, and data

Cloud security



 

$460K
immediate cost savings

$3M
estimated cost savings with Azure 

Arc + Defender for Cloud

20 to 4
vendor reduction with 

Microsoft solution

It’s difficult to ensure that we have full 

insights from a security perspective 

when our platforms are so varied. 

We wanted protection and visibility 

everywhere. That’s why we use Defender 

for Cloud—it gives us single-pane-of-

glass visibility across our hybrid and 

multi-cloud environment.”

Raoul van der Voort
Global Service Owner, Cyber Defense Center
Rabobank



140+3 
Threat groups

43T¹

Analyzing
Threat signals daily

50% increase

32B¹ 
Blocking

email threats annually

Serving billions of global customers, 

learning and predicting what’s next

Monitoring

40+3 
Nation state-groups

Investing to improve and share 

knowledge, gain insights, and 

combat cybercrime

$20B1

in the next 5 years

60%
Up to savings, on 

average, over 
multi-vendor 

security solutions

Keeping you 

secure, while 
saving you time 
and resources

Trusted globally, protecting organizations’ 

multi-Cloud and multi-platform infrastructures

customers rely on 
Microsoft for their 

multicloud, 
multiplatform 

infrastructure security

partners in security 
ecosystem

785K²15K4

Industry-leading security from Microsoft

Source: 
1. FY22 Q4 - Press Releases - Investor Relations – Microsoft
2. Microsoft FY22 Q4 Earnings Report 
3. Microsoft Digital Defense Report – Microsoft Security
4. FY22 Q2 Earnings Call 

https://www.microsoft.com/en-us/investor/earnings/FY-2022-Q4/press-release-webcast
https://www.microsoft.com/en-us/investor/events/fy-2022/earnings-fy-2022-q4.aspx
https://www.microsoft.com/en-us/security/business/microsoft-digital-defense-report
https://www.microsoft.com/en-us/investor/events/fy-2022/earnings-fy-2022-q2.aspx


Augment your security teams with Microsoft’s 

world-class research and intelligence teams

Cloud security
Incident 

response

Nation-state 

threats

Microsoft and third-party 

product vulnerabilities

Fraud

Malware

Botnet attacks
IoT security

Global 

intelligence
Cybersecurity 

policies

Hardware security

Firmware security

Offensive security

Phishing

Breach 

recovery Ransomware

8,500+¹

engineers and researchers

always working to mitigate
and remediate the next threat

300+
members of Microsoft 

Intelligent Security 
Association (MISA)

Focused on all areas of the threat landscape.

Microsoft Security 

research and 

intelligence

Source:
1. Cyber Signals Blog 

https://www.microsoft.com/security/blog/2022/02/03/cyber-signals-defending-against-cyber-threats-with-the-latest-research-insights-and-trends/


[Partner Service/Solution]

Let [Partner Name] help you with your modernization journey

Service/Solution benefits and value-add content to go here…

❖Benefit 1 …..

❖Benefit 2 …..

❖Benefit 3 …..

Proof Point/Success Stat Proof Point/Success Stat Proof Point/Success Stat



Headline with [Customer 
Name] and high-level 
statement on the achieved 
results

Challenge: Description of the challenges the customer was 

facing before help from <Partner Solution>…

Solution: Description of how <Partner Solution> helped to 

address the customer’s challenges…

Outcome: Description of the outcome/benefits the 

customer achieved as a result of <Partner Solution>…

Customer logo 

goes here



© Copyright Microsoft Corporation. All rights reserved. 

[Partner Name] 
Secure Multi-Cloud 
Environments 
Workshop

Given the volume and complexity of identities, data,  apps, 
endpoints, and infrastructure, it’s essential to learn how 
secure your organization is right now, and how to 
mitigate and protect against threats moving forward. With 
a Secure Multi-Cloud Environments Workshop, you’ll get a 
customized threat and vulnerability analysis of your hybrid 
and multi-cloud environment and learn how to build a 
more robust cloud security system.

Contact us today to learn more 
and to schedule your workshop!



Thank you



Control access and secure your 

network infrastructure and applications
Protection from edge to cloud with cloud-native network security based on Zero Trust

Azure network security

Infrastructure Security Application Security

Segmentation

controls

Private

access

Defense-in-depth protection from edge to cloud

Intelligent 

threat protection

Traffic

encryption



Microsoft Defender for Cloud Apps 

Endpoint Detection

 & Response

Secure Access

Data Loss

 Prevention

Unified Endpoint 

Management

Threat Signal

Clustering 

Security Analytics

& Guidance

App 

Governance

Security 

Posture Management



Microsoft Defender for Cloud dashboard

Microsoft Defender for Cloud dashboard



Secure Score dashboard

Secure Score dashboard



Multicloud recommendations

Multicloud recommendations blade



Recommendation details view



Workload protection overview

Workload protection overview



Security Alerts view

Security Alerts view
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